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physicians, providers, suppliers, and 
other laboratory clients, according to 
the procedures set forth at § 493.1832. In 
addition, CMS notifies the general pub-
lic each time one of these principal 
sanctions is imposed. 

(2) The notice to the laboratory— 
(i) Sets forth the reasons for the ad-

verse action, the effective date and ef-
fect of that action, and the appeal 
rights if any; and 

(ii) When the certificate is limited, 
specifies the specialties or subspecial-
ties of tests that the laboratory is no 
longer authorized to perform, and that 
are no longer covered under Medicare. 

(3) The notice to other entities in-
cludes the same information except the 
information about the laboratory’s ap-
peal rights. 

(h) Effective date of adverse action. (1) 
When the laboratory’s deficiencies pose 
immediate jeopardy, the effective date 
of the adverse action is at least 5 days 
after the date of the notice. 

(2) When CMS determines that the 
laboratory’s deficiencies do not pose 
immediate jeopardy, the effective date 
of the adverse action is at least 15 days 
after the date of the notice. 

[57 FR 7237, Feb. 28, 1992; 57 FR 35761, Aug. 11, 
1992, as amended at 68 FR 3714, Jan. 24, 2003] 

§ 493.1846 Civil action. 

If CMS has reason to believe that 
continuation of the activities of any 
laboratory, including a State-exempt 
laboratory, would constitute a signifi-
cant hazard to the public health, CMS 
may bring suit in a U.S. District Court 
to enjoin continuation of the specific 
activity that is causing the hazard or 
to enjoin the continued operation of 
the laboratory if CMS deems it nec-
essary. Upon proper showing, the court 
shall issue a temporary injunction or 
restraining order without bond against 
continuation of the activity. 

§ 493.1850 Laboratory registry. 

(a) Once a year CMS makes available 
to physicians and to the general public 
specific information (including infor-
mation provided to CMS by the OIG) 
that is useful in evaluating the per-
formance of laboratories, including the 
following: 

(1) A list of laboratories that have 
been convicted, under Federal or State 

laws relating to fraud and abuse, false 
billing, or kickbacks. 

(2) A list of laboratories that have 
had their CLIA certificates suspended, 
limited, or revoked, and the reason for 
the adverse actions. 

(3) A list of persons who have been 
convicted of violating CLIA require-
ments, as specified in section 353(1) of 
the PHS Act, together with the cir-
cumstances of each case and the pen-
alties imposed. 

(4) A list of laboratories on which al-
ternative sanctions have been imposed, 
showing— 

(i) The effective date of the sanc-
tions; 

(ii) The reasons for imposing them; 

(iii) Any corrective action taken by 
the laboratory; and 

(iv) If the laboratory has achieved 
compliance, the verified date of com-
pliance. 

(5) A list of laboratories whose ac-
creditation has been withdrawn or re-
voked and the reasons for the with-
drawal or revocation. 

(6) All appeals and hearing decisions. 

(7) A list of laboratories against 
which CMS has brought suit under 
§ 493.1846 and the reasons for those ac-
tions. 

(8) A list of laboratories that have 
been excluded from participation in 
Medicare or Medicaid and the reasons 
for the exclusion. 

(b) The laboratory registry is com-
piled for the calendar year preceding 
the date the information is made avail-
able and includes appropriate explana-
tory information to aid in the interpre-
tation of the data. It also contains cor-
rections of any erroneous statements 
or information that appeared in the 
previous registry. 

Subpart S [Reserved] 

Subpart T—Consultations 

SOURCE: 57 FR 7185, Feb. 28, 1992, unless 
otherwise noted. 
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